
Name.com agrees to grant SSH access to your web-hosting account 
on the basis that you use this access in good faith and that the rules 
listed below are followed. You are also required to provide a scanned 
or faxed copy of your driver’s license or passport. This document 
gives some examples of acceptable and unacceptable use. It is not 
meant to be exhaustive.  
 
• You, the user, must:  

o Respect the rights and privacy of other users: access only 
files and data that are your own, are publicly available, or to 
which you have been given authorized access.  

o Take reasonable steps to protect your account, including not 
sharing your password or account with another person.  

• You, the user, must not:  
o Use another person's user id, password, files, or data 

without express permission from them.  
o Use software in unauthorized attempts to decode passwords 

or other encrypted data.  
o Attempt to circumvent or subvert system or network security 

measures.  
o Engage in any activity that might be harmful to systems, or 

to any information stored within them, such as creating or 
propagating viruses, disrupting services, or damaging files.  

o Engage in any other activity that does not comply with 
Name.com’s Acceptable Use Policy or Terms of Service. 
 

If you have any questions about the acceptable use of the systems, 
please contact our Customer Support department first, before doing 
anything.  
 
By signing this document you agree to adhere to the terms set out in 
this document while having SSH access to your hosting account.  
 
Name: ____________________________________________    
 
Signature:________________________________________    
 
Date:____/____/____    


